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netwerk verkeer toelaten

context

dit document beschrijft hoe je netwerk verkeer gericht toelaat ahv security group

stappenplan

controleer dat de default regel die alle verkeer binnen je vnet toelaat, uitgeschakeld staat.
open je security group
Settings > In/Outbound security rules
+Add
1. Source: IP Addresses
Source IP addresses/CDIR Ranges: subnet/ip adres dat toegang krijgt
Source port range:*
Destination:subnet/ip adres waarop je toegang instelt
Destination port range:poort waarop toegang nodig is.
Protocol: TCP/UPD of ICMP
Action:Allow
Priority:(vorige regel)+100
Description: voeg een beschrijving toe waaruit het nut van de regel duidelijk wordt.
klik: Add
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meer info

voeg hier linken toe naar verdere uitleg

azure
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